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UNIFORM ELECTRONIC
TRANSACTIONS ACT

House Bill 5537 as introduced
First Analysis (5-18-00)

Sponsor: Rep. Andrew Richner
Committee: Insurance and Financial

Services

THE APPARENT PROBLEM:

In 1999, after many years of work, the Uniform Law
Commissioners produced a model act that they describe
as “the first comprehensive effort to prepare state law
for the electronic commerce era.”  By electronic
commerce the commissioners mean doing business by
means of computer and over telephone and television
cable lines.  Obviously, the Internet marketplace is
expanding rapidly, for example.  The Uniform
Electronic Transactions Act (UETA), say the
commissioners, “represents the first national effort at
providing some uniform rules to govern transactions in
electronic commerce that should serve in every state.”
The UETA is intended only to apply to transactions
where the parties have agreed to conduct business
electronically and does not apply to most transactions
subject to the Uniform Commercial Code.  It is
described as a procedural statute: it does not mandate
the use of electronic signatures or records, but seeks to
cover the occasions when they are voluntarily used.
The law commissioners say the act’s “primary
objective is to establish the legal equivalence of
electronic records and signatures with paper writings
and manually-signed signatures.”  The UETA has been
adopted in about a dozen states, according to National
Conference of Commissioners on Uniform State Laws,
and is before the legislatures of about 15 others,
including Michigan.  Legislation has been introduced
that would put the model law into Michigan’s statute
books.

THE CONTENT OF THE BILL:

The bill would create a new act, the Uniform Electronic
Transactions Act, which would apply to electronic
records and signatures in transactions between parties
each of whom had agreed to conduct transactions by
electronic means.  (The term “transaction” would mean
an action or set of actions occurring between two or
more persons relating to the conduct of business,
commercial, or governmental affairs.)  The bill would
not apply to a transaction to the extent it was governed

by either 1) a law governing the creation and execution
of wills, codicils, or testamentary trusts; or 2) the
Uniform Commercial Code.  The bill would specify
that a transaction subject to the new act would also be
subject to other applicable substantive law.

The bill would specify that:

• A record or signature could not be denied legal effect
or enforceability solely because it was in electronic
form.

• A contract could not be denied legal effect or
enforceability solely because an electronic record was
used in its formation.

• If a law required a record to be in writing, an
electronic record would satisfy the law.

• If a law required a signature, an electronic signature
would satisfy the law.

The act would not require a record or signature to be
created, generated, sent, communicated, received,
stored, or otherwise processed or used by electronic
means or in electronic form.  A party that agreed to
conduct a transaction by electronic means could refuse
to conduct other transactions by electronic means.
Unless otherwise prohibited by the act, a provision of
the act could be varied by agreement.

Sending and receiving electronic records.  Unless
otherwise agreed to between the sender and recipient,
an electronic record would be considered sent when it
complied with all of the following: 1) it was addressed
properly or otherwise directed properly to an
information processing system that the recipient used
for the purpose of receiving electronic records or
information of the type sent and from which the
recipient was able to retrieve the electronic record; 2)
it was in a form capable of being processed by that
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system; and 3) the record entered an information
processing system outside the control of the sender or
of a person that sent the electronic record on behalf of
the sender or entered a region of the information
processing system used by the recipient that was under
the control of the recipient.  An electronic record would
be considered received when it complied with the first
two conditions described above.  A record would be
considered received even if no individual was aware of
its receipt.

Receipt of an electronic acknowledgment from an
information processing system would establish that a
record was received but, by itself, would not establish
that the content sent corresponded to the content
received.  If a person was aware that an electronic
record purportedly sent or purportedly received was not
actually sent or received, the legal effect of the sending
or receipt would be determined by other applicable law.
(Except to the extent permitted by the other law, that
provision could not be varied by agreement.)

Unless otherwise expressly provided for in the record
or agreed between sender and recipient, an electronic
record would be considered to be sent from the
sender’s place of business and to be received at the
recipient’s place of business.  If the sender or recipient
had more than one place of business, the place of
business of that person would be the place having the
closest relationship to the underlying transaction.  If the
sender or recipient did not have a place of business, the
place of business would be that person’s residence.

Attribution.  An electronic record would be attributable
to a person if it was the act of the person.  The act of
the person could be shown in any manner, including a
showing of the efficacy of any security procedure
applied to determine the person to which the electronic
record or signature was attributable.  The effect of a
record or signature attributed to a person would be
determined from the context and surrounding
circumstances at the time of its creation, execution, or
adoption, including any agreements of the parties and
otherwise as provided by law.

Transmitting information.   If parties had agreed to
conduct a transaction by electronic means and a law
required a person to provide, send, or deliver
information in writing to another person, the
requirement would be satisfied if the information was
provided, sent, or delivered in an electronic record
capable of retention by the recipient at the time of
receipt.  An electronic record would not be capable of
retention if the sender or its information processing
system inhibited the ability of the recipient to print or

store the electronic record.  If a law required a record
to be posted or displayed in a certain manner, to be
sent, communicated, or transmitted by a specific
method, or to contain information that is formatted in
a certain manner, then 1) the record would have to be
posted or displayed in the manner required by law; 2)
except as otherwise provided, the record would have to
be sent, communicated, or transmitted by the method
specified by law; and 3) the record would have to
contain the information formatted by law.

If a sender inhibited the ability of a recipient to store or
print an electronic record or print an electronic record,
the electronic record would not be enforceable against
the recipient.

Retention of records.   If a law required that a record be
retained, the requirement would be satisfied by
retaining an electronic record of the information, if the
record 1) accurately reflected the information set forth
in the record after it was first generated in its final form
as an electronic record or otherwise and 2) remained
accessible for later reference.  A person could satisfy
this requirement by using the services of another
person if the requirements were satisfied.  If a law
required a record to be presented or retained in its
original form, or provided consequences if the record
was not presented or retained in its original form, the
law would be satisfied by an electronic record retained
in accordance with the provision above.  If a law
required retention of a check, that requirement would
be satisfied by retention of an electronic record on the
front and back of the check in accordance with that
provision.  A record retained as an electronic record in
accordance with that provision would satisfy a law
requiring a person to retain a record for evidentiary,
audit, or similar purposes, unless a law enacted after
the effective date of this new act specifically prohibited
the use of an electronic record for the specified
purpose.  This would not preclude a governmental
agency of the state from specifying additional
requirements for the retention of a record subject to the
agency’s jurisdiction.  A requirement to retain a record
would not apply to any information the sole purpose of
which was to enable the record to be sent,
communicated, or received.

Changes and errors.  If a change or error in an
electronic record occurred in a transmission between
parties to a transaction, the following rules would
apply: 1) if the parties had agreed to use a security
procedure to detect changes or errors and one party had
conformed to the procedure but the other party had not,
and the nonconforming party would have detected the
change or error had that party also conformed, the
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conforming party could void the effect of the changed
or erroneous electronic record; 2) in an automated
transaction involving an individual, the individual
could void the effect of an electronic record that
resulted in an error made by the individual in dealing
with the electronic agent of another person if the
electronic agent did not provide for the prevention or
correction of the error and, at the time the individual
learned of the error, he or she promptly notified the
other person of the error and that he or she did not
intend to be bound by the record, the individual took
reasonable steps to return to the other person or to
destroy any consideration received as a result of the
erroneous record, and the individual had not used or
received any benefit or value from any consideration
received from the other person; and 3) if neither of the
first two circumstances applied, the error would have
the same effect as provided by law.  Items 2) and 3)
listed above could not be varied by agreement.  

Notarization, verification, etc.  If a law required a
signature or record to be notarized, acknowledged,
verified, or made under oath, the requirement would be
satisfied if the electronic signature of the person
authorized to perform those acts, together with all other
information required to be included by other applicable
law, was attached to or logically associated with the
signature or record.

Electronic agents.  In an automated transaction, all of
the following rules would apply: 1) a contract could be
formed by the interaction of electronic agents of the
parties, even if no individual was aware of or reviewed
the electronic agents’ actions or the resulting terms and
agreements; 2) a contract could be formed by the
interaction of an electronic agent and an individual,
acting on the individual’s own behalf or for another
person, including by an interaction in which the
individual performed actions that the individual was
free to refuse to perform and that the individual knew
or had reason to know would cause the electronic agent
to complete the transaction or performance; and 3) the
terms of the contract were determined by substantive
law applicable to the contract.  The term “electronic
agent” refers to a computer program or an electronic
means or other automated means used independently to
initiate an action or respond to electronic records or
performances in whole or in part, without review or
action by an individual.  An “automated transaction”
means a transaction conducted or performed, in whole
or in part, by electronic means or electronic records, in
which the acts or records of one or both parties are not
reviewed by an individual in the ordinary course in
forming a contract, performing under an existing

contract, or fulfilling an obligation required by the
transaction.

Evidence of a signature.  In a criminal or civil
proceeding, evidence of a record or signature could not
be excluded solely because it was in electronic form.

Transferable records.   The term “transferable record”
in the following provisions means an electronic record
that is both 1) a note under Sections 3101 to 3801 of
the Uniform Commercial Code or a document under
Sections 7101 to 7603 of the Uniform Commercial
Code if the electronic record were in writing and 2) that
the issuer of the electronic record expressly agreed is a
transferable record.  (According to a commentary by
the Uniform Law Commissioners, notes and documents
are negotiable instruments whereby the quality of
negotiation relies upon the note or document as the
single, unique token of the obligations and rights
embodied in the note or document.  A transferable
record exists when there is a single authoritative copy
of that record existing and in the control of a person.)

A person would have control of a transferable record if
a system employed for evidencing the transfer of
interests in the transferable record reliably established
that person as the person to which the transferable
record was issued or transferred.  A system would
satisfy this requirement and a person would be
considered to have control of a transferable record, if
the transferable record was created, stored, and
assigned in such a manner that all of the following
applied: 1) a single authoritative copy of the
transferable record existed that was unique,
identifiable, and, with certain specified exceptions,
unalterable; 2) the authoritative copy identified the
person asserting control as the person to which the
transferable record was issued or, if the authoritative
copy indicated that the transferable record had been
transferred, the person to which the record was most
recently transferred; 3) the authoritative copy was
communicated to and maintained by the person
asserting control or its designated custodian; 4) copies
and revisions that added or changed an identified
assignee of the authoritative copy could be made only
with the consent of the person asserting control; 5)
each copy of the authoritative copy and any copy of a
copy was readily identifiable as a copy that was not the
authoritative copy; and 6) any revision of the
authoritative copy was readily identified as authorized
or unauthorized.

Except as otherwise agreed, a person having control of
a transferable record would be the “holder” of the
transferable record under the Uniform Commercial
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Code and would have the same rights and defenses as
a holder of an equivalent record or writing under the
Uniform Commercial Code.  Except as otherwise
agreed, an obligor under a transferable record would
have the same rights and defenses as an equivalent
obligor under the Uniform Commercial Code.  If
requested by a person against which enforcement was
sought, the person seeking to enforce the transferable
record would have to provide reasonable proof that the
person was in control of the transferable record.  Proof
could include access to the authoritative copy of the
transferable record and related business records
sufficient to review the terms of the transferable record
and to establish the identity of the person having
control of the transferable record.  The Department of
Management and Budget would have to determine for
each state department whether, and the extent to which,
the department would create and retain electronic
records and convert written records to electronic
records.

Government agencies.   The Department of
Management and Budget would have to determine
whether, and the extent to which, each state department
would send and accept electronic records and electronic
signatures to and from other persons and otherwise
create, generate, communicate, store, process, use, and
rely upon electronic records and electronic signatures.
To the extent that a governmental agency was to use
electronic records and signatures, the DMB, giving due
consideration to security, could specify any or all of the
following: 1) the manner and format in which the
electronic records would have to be created, generated,
sent, communicated, received, and stored, and the
systems established for those purposes; 2) if an
electronic record was required to be signed by
electronic means, the type of electronic signature
required, the manner and format in which the signature
was to be affixed to the record, and the identity of or
criteria that was to be met by any third party used by a
person filing a document; 3) control processes and
procedures as appropriate to ensure adequate
preservation, disposition, integrity, security,
confidentiality, and auditability of electronic records;
and 4) any other required attributes for electronic
records that were specified for corresponding non-
electronic records or reasonably necessary under the
circumstances.  The new act would not require a
governmental agency or state official to use or permit
the use of electronic records or electronic signatures
(except where required under other laws).

BACKGROUND INFORMATION:

The National Conference of Commissioners on
Uniform State Laws maintains a website at
http://www.nccusl.org.  Information on uniform acts,
including the Uniform Electronic Transactions Act, can
be found there.  The NCCUSL describes itself as an
organization made up of law commissioners appointed
by the 50 states, the District of Columbia, the
Commonwealth of Puerto Rico, and the U.S. Virgin
Islands to study the need for uniform state laws; that is,
to determine when uniformity between state laws is
desirable.  The uniform laws that the commissioners
draft have no force unless adopted by a state
legislature. The organizations is mostly funded by state
appropriations.

FISCAL IMPLICATIONS:

There is no information at present.

ARGUMENTS:

For:
The National Conference of Commissioners on
Uniform State Laws has advanced the following
reasons for the adoption of the Uniform Electronic
Transactions Act.  They say the model act:

• defines and validates electronic signatures;

• removes writing and signature requirements that
create barriers to electronic transactions;

• ensures that contracts and transactions are not denied
enforcement because electronic media are used;

• ensures that courts accept electronic records into
evidence;

• protects against errors by providing appropriate
standards for the use of technology to assure party
identification;

• avoids having the selection of medium (paper vs.
electronic) govern the outcome of any disputes or
disagreements, and assures that parties have the
freedom to select the media for their transactions by
agreement; and

• authorizes state government entities to create,
communicate, receive, and store records electronically,
and encourages state governmental agencies to move to
electronic media.

POSITIONS:
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The Department of Management and Budget supports
the bill.  (5-17-00)

A representative of the Michigan Bankers Association
testified in support of the bill.  (5-3-00)

The Life Insurance Association of Michigan supports
the bill.  (5-3-00)

The Michigan Credit Union League supports the bill.
(5-3-00)

The American Council of Life Insurers has indicated
support for the bill. (5-17-00)

The American Insurance Association has indicated
support for the bill.  (5-17-00)

Analyst: C. Couch

�This analysis was prepared by nonpartisan House staff for use by
House members in their deliberations, and does not constitute an
official statement of legislative intent.


